
   

 
 

G.E. McCabe 
Director 

State of West Virginia 
DEPARTMENT OF HOMELAND SECURITY 
Cabinet Secretary Jeff S. Sandy, CAMS, CFE 

Emergency Management Division 
2403 Fairlawn Avenue 

Dunbar, WV 25064 
(304) 558-5380 / Fax: (304) 766-2605 

 
 

Matthew Blackwood 
Deputy Director 

FOR IMMEDIATE RELEASE  
Contact: LORA LIPSCOMB  
304-558-5380  
lora.d.lipscomb@wv.gov  
 

Sept. 30, 2022 

West Virginia Emergency Management Division Encourages 
Cybersecurity Awareness 

October is Cybersecurity Awareness Month 

CHARLESTON, W.Va.—Gov. Jim Justice has proclaimed October as Cybersecurity 
Awareness Month in West Virginia. With this announcement, West Virginia joins the 
Cybersecurity and Infrastructure Security Agency (CISA) and the National Cybersecurity 
Alliance (NCA) in promoting Cybersecurity Awareness Month. 

Cybersecurity Awareness Month promotes public awareness aimed at increasing the 
understanding of cyber threats and empowering West Virginians to be safer and more 
secure online. The West Virginia Emergency Management Division is committed to 
being a leader for cyber security awareness and increasing resiliency in the event of a 
cyber incident. 

“The internet touches both our personal and professional lives more now than ever 
before,” said WVEMD Director GE McCabe. “Cybersecurity is a shared responsibility. 
When everyone takes steps to be safer online, it makes the internet more secure for 
West Virginia and the nation.” 

Throughout October, WVEMD and our partners will highlight key action steps that 
everyone should take: 

• Enable multi-factor authentication 

• Use strong passwords 

• Recognize and report phishing 

• Update your software 

Follow us on social media @WVEMD and visit Stop.Think.Connect for more 
information. 
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